The days of buying different products to monitor, discover and prevent data leaks are over thanks to Comodo Dome Data Protection: our blazing-fast, scalable, feature-rich, all-in-one DLP solution.

**The One Data Protection Solution That Covers Everything**

Comodo Data Protection is a truly robust all-in-one DLP solution providing a comprehensive, easy-to-manage, cost effective solution that prevents data loss for any user on any device, in any location. Comodo Data Protection ensures that you meet all of your data security, data privacy and regulatory requirements.

Monitor all Internet-bound web and email content, including SSL-encrypted traffic, to identify sensitive or unauthorized data trying to leave your organization. You're also protected against localized data leakage through USB drives, screen shots, clipboards and printing of complete or partial documents.

Flexible, scalable and centralized, Comodo Data Protection has all of the features you'll need in a DLP solution. Comodo Data Protection integrates with all types of proxy servers or content delivery gateways using the ICAP protocol.

**Fast, Simple, Efficient**

Comodo Dome Data Protection indexes and stores all policy violation content and archives or quarantines copies of files, documents, messages or content related to the incident.
# Features

## Inspection Channels

- Web (HTTP, HTTPS, FTP, SFTP)
- E-mail
- Printers (local printers, print servers)
- Removable devices (USB memory sticks, smart phones, etc.)
- On-demand and scheduled discovery on remote SMB/CIFS/NFS and FTP shares
- Endpoint file system discovery

## Integration Capabilities

- Microsoft Active Directory: Enables you to use domain users and groups in policies
- Database Servers: SQL databases or JDBC supporting data sources
- Syslog, HP ArcSight and other log collection, correlation systems

---

## Comodo Data Protection Agent

### Minimum Requirements:

- 1GB RAM
- Minimum 200 MB free hard drive space

---

## About Comodo

The Comodo organization is a global innovator of cybersecurity solutions, protecting critical information across the digital landscape. Building on its unique position as the world’s largest certificate authority, Comodo authenticates, validates and secures networks and infrastructures from individuals, to mid-sized companies, to the world’s largest enterprises. Comodo provides complete end-to-end security solutions across the boundary, internal network and endpoint with innovative technologies solving the most advanced malware threats, both known and unknown. With global headquarters in New Jersey and branch offices in Silicon Valley, Comodo has 12 international offices across Europe and Asia.

Comodo and the Comodo brand are trademarks of the Comodo Group Inc. or its affiliates in the U.S. and other countries. Other names may be trademarks of their respective owners. The current list of Comodo trademarks and patents is available at comodo.com/repository